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            Abstract
          
        

        
          한국 국방부는 2020년 K-RMF를 개발하였고, 시범적용과정을 거쳐 2023년 7월부터는 일부 연합체계 및 전장관리정보체계에 정식적용하였다. 그동안 한국군은 K-RMF 자체에 대한 완성도 향상과 함께 K-RMF 제도 정비에도 노력해왔으나, ‘국방사이버보안위험관리지시’ 및 기존 방위사업과 관련된 훈령과의 상호 유기적 연결성이 미흡하고, K-RMF를 수행해야 하는 기관들의 이해가 부족한 실정이다. 본 연구는 미국과 한국의 RMF 지침에 대한 이해를 바탕으로 K-RMF 시행을 위해 추진했던 법령에 대한 제도적 보완, 기존 제도와의 중복성 최소화 등 K-RMF의 조기정착을 위한 방위사업제도 발전방향을 제시하였다.

        

        
          
            초록
          
        

        
          The ROK Ministry of National Defense developed K-RMF in 2020, went through a pilot application process, and officially applied it to several combined systems and battlefield management information systems from July 2023. In the meantime, the ROK military has worked on improving the completeness of K-RMF itself and institutional reforms, but there is insufficient interconnection between the Instruction for RMF and existing directives related to defense projects, and there is a lack of understanding K-RMF. This study suggests directions for the development of defense acquisition systems for the early settlement of K-RMF, such as institutional supplementation of laws and regulations promoted for K-RMF implementation based on an understanding of RMF guidelines in the United States and the Repubic of Korea, and minimization of redundancy with existing systems.
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